Website Privacy Policy

We work to provide you with Insurance products and services to meet your insurance needs.  The terms “we,” “us,” and “our” refer to Rickets Fennell & Associates LLC.  In providing these products and services, we are committed to protecting our customers and prospects privacy. We want you to understand when, how and why we collect, use and disclose the personal information about you that we obtain on this website.
All information collected from this website and our companies in general that is subject to the applicable privacy laws and regulations will be handled according to our Company Privacy Statement. This Website Privacy Agreement supplements the Company Privacy Statement by describing our practices and procedures relating to the personal information we collect at this website.

Personal Information we collect and use at this website
We do not collect any personal information about you at our website unless you choose to provide it to us voluntarily.  The “personal information” we may request is information that is unique to you and might include your phone number, name, and email.  If you encounter a screen or page that requests information you do not want to share with us , do not enter the information and do not proceed with that screen or page.
If you do provide personal information to us, we will only use it for the purposes described where it is collected, and we will not sell, license, transmit or disclose this information outside of the Company unless (1) you expressly authorize us to do so, (2) doing so is necessary for us to provide our products and services to you, (3) Otherwise as we are required or permitted by law.  We may also use the information you choose to provide to us to improve the content of the website or to contact you for marketing purposes.
Email
We will share your messages with those within our organization who are most capable of addressing the issues contained in your message.  We will keep a copy of your message until we have an opportunity to address your concerns.  We may archive your message for a certain period of time or discard it, but your email address will not be used for any other purpose.
Confidentiality and security
When you submit sensitive information to us at this website, we will protect your information both online and offline.  We restrict access to personal information collected about you at or websites to our employees, our Insurance Company partners and to others who need to know that information to provide the services to you or in the course of conducting our normal business operations.  We maintain what we believe to be appropriate physical, electronic and procedural safeguards to protect personal information from unauthorized access and use.
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Links to other sites
For your convenience, we may provide links to other websites and web pages that we do not control.  We are not responsible for the privacy practices of any websites or pages not under our control.  We do not endorse any of those websites or pages, the services or products described or offered on such sites or pages, or any of the content contained on those sites or pages.
Changes to our website privacy statement
We may change this Website Privacy Statement at any time.  The most recent version of the Website Privacy Statement is reflected by the version date located at the bottom of this statement.  This statement is not intended to and does not create any contractual or other legal right in or on behalf of any party.
What customers can do to help
We are committed to protecting the privacy of our customers.  You can help by following these simple guidelines:

· Protect your policy number and information
· Use caution when disclosing your policy numbers, social security numbers, etc., to other persons.  If someone calls you, explains the call is on our behalf and asks for your policy number or social security number, you should beware.  Our authorized staff will have access to your information and will not need to ask for it.
· Keep your information current.  It is important we have current information on how to reach you.  If we detect potentially fraudulent or unauthorized activity, we will attempt to contact you immediately.  If your address or phone number changes, please let us know.
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